
This course is an introduction that provides an overview on the development, 
implementation and management of an information security management 
system based on ISO/IEC 27001:2013.

TARGET 
PARTICIPANTS
ISMS Implementers, IT Officers, 
IT Managers, Executives, ISMS 
Auditors, Top Management, 
Project Managers.

OBJECTIVE
1.	 Understand the purpose 

and business benefit of 
an information security 
management system;

2.	 Grasp the information 
security best practices 
according to ISO/IEC 
2 7 0 0 1 : 2 0 1 3 ;

3.	 Outline the structure of ISO/
IEC 27001:2013.

AGENDA
Module 1: Information Security Landscape and Its Standard

•	 Information Security Fundamentals
•	 Overview of ISO/IEC 27001:2013 Standard

Module 2: Information Security Best Practices

•	 Do’s and Don’ts in Information Security Based on ISO/IEC 27002:2013

Module 3: Conclusion

•	 Information Security Incidents Around The World
•	 Benefits of Information Security Management System
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